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Distributed Management Systems (DMS) has produced a tight integration with Zimbra 

enabling high assurance multi-factor authentication. A special jar file is invoked using the 

server extension capability that communicates with the CASQUE SNR Authentication Server 

so that CASQUE SNR Challenge-Response Authentication can occur. 

 

Figure 1 

The following screen shows the CASQUE SNR Challenge which can be clientless using Optical 

animation or QR code or can be processed by the Client using a variety of Token 

manifestations including Smartcard, Contactless Smartcard or Bluetooth fob. 
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Once the response from the CASQUE SNR Token is obtained and validated as successful, the 

Zimbra program is called using the appropriate Token. 

 

Figure 3 

On Signout from Zimbra, the User is returned to the CASQUE SNR login. 

 

Figure 4 

The CASQUE SNR Authentication Server can be run on a Windows or Linux Platform, please 

refer to www.casque.co.uk for further information. 

http://www.casque.co.uk/

